1.0 Project Description

Denver Water is soliciting proposals for a pipeline inspection on a total of approximately 5,347 linear feet of steel pipe on Conduit No. 28 (C28). This RFP is intended for vendors in possession of high-resolution inspection tools who have extensive direct experience inspecting large diameter steel pipe. Denver Water has a strong preference for tools that have only ever been used in potable water lines for the inspection. If this is not possible, it must be clearly stated in the proposal.

The C28 inspection will cover approximately 3,230 linear feet of 72-inch inside diameter (ID) steel pipe. The original pipe wall thickness was 3/8 in. The pipe is coal tar enamel lined. It is coal tar enamel coated, wrapped with fibrous glass mat, wrapped with 15# asbestos felt, and whitewashed.

The C28 inspection will also cover approximately 2,117 linear feet of 84-inch ID steel pipe. The original pipe wall thickness was 7/16 in. The pipe is coal tar enamel lined. It is coal tar enamel coated, fiberglass wrapped, coal tar enamel coated again, asbestos felt wrapped, and whitewashed.

The C28 inspection will be performed during a scheduled outage from October 1, 2024 through December 13, 2024. It is up to the proposer to determine the schedule for the inspection within this window. The inspection will provide an analysis of the remaining pipe wall and precisely identify areas of metal loss.

2.0 Background and History

The 84-inch ID steel section of pipe to be inspected was constructed in 1959 by Thompson Pipe & Steel Co, and the 72-inch ID steel section of pipe to be inspected was constructed in 1960 by Thompson Pipe & Steel Co. The sections of the pipeline to be inspected are shown on the map in Attachment A.

3.0 Project Objectives

The following specific project objectives have been identified:

- Deliver a pipeline condition assessment report, including each section inspected for C28 providing information on areas of metal thickness.
- Maintain a safe working environment for the full duration of the inspection.

4.0 Consultant Scope of Services

The selected Consultant will submit a project execution plan for the inspection with information regarding the size and locations of access points to be used. It will also include anticipated schedule at each work location, length of pipe inspected each day, and other relevant information.

The inspection will determine the metal thickness along the full length of the inspected steel pipe, identify locations of corrosion pitting, defects, and other anomalies on the pipe. The Consultant will be responsible for overall site safety during the inspection.

Upon completion of the inspection, the selected Consultant will provide a draft report to Denver Water. Denver Water will review and provide comments to the Consultant for revisions and inclusion into the final report.
5.0 Consultant Qualifications
The Proposer will provide a comprehensive description of their experience inspecting pipe of a similar size, length, and material to C28.

6.0 Inspection Technology
The proposal must explain and describe the proposed tool and technology to be used for the inspection. Pipe access requirements/restrictions must also be explained. Describe exactly what is required for pipe access, and mention which specific accesses are required, as shown in Attachment A. State whether any of the access locations will not be required. Describe inspection lengths and limitations. Provide information on the technology’s suitability for analyzing steel pipe. Proposed technologies must be able to provide a precisely accurate identification of corrosion, pitting, and defects on the existing steel pipe walls.

7.0 Denver Water Responsibilities
Denver Water will provide to the Consultant the following information and services:

- A map showing the location of the pipe, access locations, and valve locations. (See Attachment A)
- Pipeline outages and drainage to the extent possible. Denver Water cannot guarantee the effectiveness of drainage efforts. Water could remain in bellies and in lower elevation sections of pipe.
- Traffic Control services required to allow the Consultant to perform their inspection.
- Available drawings can be provided to Proposers upon request and upon completion of the Non-Disclosure Agreement (NDA) in Attachment C. Consultants must complete one NDA form for each consultant employee who will see or use the drawings, and return via email to Mike.Davies@denverwater.org prior to the release of any information.

8.0 Project Schedule
Denver Water may elect to follow the proposals with an interview to assist with the proposal evaluation. Final selection of Consultant will be based upon the selection criteria detailed in Section 10. The inspection of C28 will happen during the fall of 2024. There is a window of opportunity for the inspection from October 1, 2024 through December 13, 2024.

The anticipated Project Schedule is summarized as follows:

- July 24, 2024 Pre-Proposal Meeting
- July 31, 2024 Final Written Questions Due
- August 14, 2024 Proposals Due
- August 21, 2024 Proposers Notified of Selection
- September 11, 2024 Anticipated Notice to Proceed
- October 1, 2024 through December 13, 2024 Perform C28 Inspection
- February 21, 2025 Draft Inspection Report Due to Denver Water
- February 24, 2025 through March 7, 2025 Revise Draft Report
- March 11, 2025 Final Report Due to Denver Water

Proposals shall include a detailed schedule with any deviations from the schedule shown above clearly identified.
Any requests for clarification or additional information regarding the submission of this RFP shall be submitted in writing via e-mail to Mike Davies (mike.davies@denverwater.org), or during the Pre-Proposal Meeting that will be held virtually on Microsoft Teams on Wednesday, July 24, 2024 at 9:00 AM in local time. To join online, the Meeting ID number is 217 400 647 999. The Passcode is WHHksK. To call-in, the number is (720) 647-5730. The Phone Conference ID is 199 445 254#. Written requests for interpretation, clarification, and/or additional information must be received no later than 5pm, local time, Wednesday, July 31, 2024.
9.0 Proposal Requirements

The proposal shall outline the Consultant’s Scope of Services, including the criteria set forth within this RFP and the Consultant’s approach to administer and complete the inspection. At a minimum, the Proposal shall include the following:

- Information regarding the technologies to be used, modifications to the pipe, needs and preparation required by Denver Water prior to commencing the inspection, data to be gathered by the technologies, the format and description of the final results that will be delivered in the final report, the approach to the inspection, and unique solutions or recommendations being proposed.
- The Proposal shall clearly explain any support needs from DW, including specific equipment needed, road closures, areas of road closures, number of lanes required for road closures, etc.
- Clearly identify all assumptions.
- Clearly state the limitations of the Proposer’s tools and equipment to allow for performing the inspection (i.e. – existing pipeline valves, bends, diameter, slopes, and access manways).
- A detailed schedule with any deviations from the schedule included herein clearly identified. Proposers unable to complete the inspection during the specified dates may not be considered during the proposal evaluations.
- A cost proposal form (see Attachment B), which shall state the total cost for the inspection and the cost per linear foot of pipe inspected.
- A minimum of 3 example projects, demonstrating competency in performing inspections similar in size and scope to the C28 inspection.
- No MWBE goal has been set for this Work. More information on Denver Water’s MWBE Program can be found online: [http://www.denverwater.org/](http://www.denverwater.org/).

10.0 Selection Criteria

Denver Water will review the Proposals and select based on best value while considering the following criteria:

<table>
<thead>
<tr>
<th>Criteria</th>
<th>Standard</th>
<th>Weighting Factor</th>
</tr>
</thead>
<tbody>
<tr>
<td>Proposed Approach and Content of Data Furnished</td>
<td>The proposal shows an understanding of the project objectives. Data provided by the inspection technology meets the requirements set forth in this RFP. The data provides a precise identification of metal thickness for the pipe. The proposed results and data provided will be actionable. The inspection requires minimal preparations from Denver Water.</td>
<td>5</td>
</tr>
<tr>
<td>Cost and Schedule</td>
<td>The proposed cost accurately reflects the quality of data and the level of effort required to complete the inspection. The inspection can be completed during the scheduled outage dates.</td>
<td>3</td>
</tr>
<tr>
<td>Firm Qualifications/Experience</td>
<td>The firm has the appropriate experience to effectively complete the project. The firm has performed previous inspections of this type of scope on pipes of similar size and material.</td>
<td>2</td>
</tr>
</tbody>
</table>

The scale of the criteria is from 1 to 10; 1 is a poor rating, 5 is an average rating, and 10 is an outstanding rating. Criteria will be multiplied by the associated weight to give a weighted criteria score. The weighted criteria scores will be summed for a cumulative score. The maximum possible cumulative score is 100.
11.0 Proposal Submittal

Selection of a Consultant will be based on the selection criteria previously described. The Proposal shall address each component of the selection criteria.

Costs associated with Proposal preparation, pre-proposal meeting attendance, interview attendance, etc. shall be borne entirely by the proposing Consultant. Proposal information will become the property of the Owner.

- Proprietary Or Confidential Information:
  - Proposers acknowledge that Denver Water may be required to disclose any or all of the documents submitted with a Proposal, pursuant to the Colorado Open Records Act, C.R.S. § 24-72-201.1, et seq. Under C.R.S. § 24-72-204(3)(a)(IV), Denver Water may deny inspection of any confidential commercial or financial information furnished to Denver Water by an outside party. Therefore, a Proposer must clearly designate any documents submitted with its Proposal that the Proposer deems proprietary or confidential, to aid Denver Water in determining what must be disclosed in response to a request for documents under the Colorado Open Records Act.
  - The Proposer’s designation of material to be redacted must be reasonable or it will not be honored. For example, a Proposer may not designate the entire Proposal to be confidential and proprietary.

A pdf of the Consultant’s Proposal shall be emailed to Mike Davies (mike.davies@denverwater.org), by 5:00 pm, local time, on Wednesday, August 14, 2024. Please contact Mike Davies at 303-628-6058 with questions regarding this request. In addition, submit one pdf of the Consultant’s Proposal with intellectual or proprietary property redacted.
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Attachment A – Conduit No. 28 Inspection Map
End 72" ID Steel Inspection at STA 190+90
MH's at STA 173+00 and STA 169+10
Begin 72" ID Steel Inspection at 18" Side MH at STA 158+60

End 84" ID Steel Inspection at 18" Side MH at STA 156+86
Begin 84" ID Steel Inspection at 18" Side MH at STA 137+69

Inspection extents are highlighted in yellow.
Attachment B - Cost Forms
## Cost Forms

<table>
<thead>
<tr>
<th></th>
<th>Unit Cost ($/LF)</th>
<th>Length of Pipe (LF)</th>
<th>Extended Cost ($)</th>
</tr>
</thead>
<tbody>
<tr>
<td>72” Steel Pipe Inspection</td>
<td>$___________</td>
<td>3,230</td>
<td>$___________</td>
</tr>
<tr>
<td>Mobilization</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
<tr>
<td>Draft and Final Reports</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
<tr>
<td>Subtotal Cost</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th></th>
<th>Unit Cost ($/LF)</th>
<th>Length of Pipe (LF)</th>
<th>Extended Cost ($)</th>
</tr>
</thead>
<tbody>
<tr>
<td>84” Steel Pipe Inspection</td>
<td>$___________</td>
<td>2,117</td>
<td>$___________</td>
</tr>
<tr>
<td>Mobilization</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
<tr>
<td>Draft and Final Reports</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
<tr>
<td>Subtotal Cost</td>
<td></td>
<td></td>
<td>$___________</td>
</tr>
</tbody>
</table>

Total Cost: $________________
Attachment C – Non-Disclosure Agreement
NON-DISCLOSURE AGREEMENT

This is an Agreement between Proposer, identified below, and the City and County of Denver, acting by and through its Board of Water Commissioners ("Board").

1. The Board is the owner of certain confidential and/or security-sensitive information relating to its water system and components thereof ("Confidential Information"), which the Board represents is not subject to public inspection under C.R.S. § 24-72-201 et. seq., and which the Board has taken and continues to take steps to protect as confidential and restricted.

2. The parties recognize that it may be necessary for the Board to provide information, including but not limited to Confidential Information, to Proposer for the purpose of preparing a proposal for 506136 ("Contract") and potentially for Proposer to perform the work required by the Contract. Proposer acknowledges that it may receive Confidential Information from a contractor working on behalf of the Board and that this Agreement also will apply to such Confidential Information.

3. Confidential Information includes any drawings, studies, photographs and other information regarding project drawings that the Board provides to Proposer before or during the term of the Contract, as well as any of the above items developed by Proposer for the Board during the term of the Contract. Any other information provided by either party shall be labeled as or identified as confidential in order to be protected under this Agreement.

4. The Board, in its sole discretion, may provide to Proposer the Confidential Information in the form of the Board’s choosing.

5. If the Board provides or Proposer requests the Confidential Information in a format requiring particular software, it is understood that Proposer will secure at its sole cost any and all necessary software licenses, authorizations or other intellectual property rights for the transfer and use of the Confidential Information.

6. As part of this Agreement, the Board may permit Proposer to visit one or more Board facilities according to a schedule to be determined by the Board. Proposer is prohibited from taking any pictures or video or making any electronic recordings of any kind during its visit(s) to the Board's facilities without the prior approval of the Board's site or area supervisor. Proposer acknowledges that it may learn information about and receive documentation about the Board’s facilities during the visit(s), and Proposer agrees that such information and documentation will be considered Confidential Information under this Agreement.

7. The Proposer is prohibited from making any copies, scans, or duplicates of the Confidential Information provided by the Board, and from taking any pictures, video, or making any electronic recordings of any kind during any meetings or presentations with the Board where Confidential Information is discussed, without prior approval of the Board’s representative, confirmed in writing. The Proposer is prohibited from sharing any Confidential Information with third parties, except as provided in this Agreement, without prior approval of the Board, confirmed in writing.
8. Proposer shall hold and use the Confidential Information only for the purposes of preparing a bid or proposal for the Contract, if Proposer so chooses, and for performing the work required by the Contract if selected as the successful Proposer. Proposer shall limit disclosure of the Confidential Information to only its employees and subcontractors who have a need to know the Confidential Information. Proposer will not use or derive any direct or indirect benefit from any information provided by the Board, or from any part thereof, without the prior written consent of the Board; this prohibition will survive the termination of this Agreement. Proposer shall take reasonable steps to ensure that anyone to whom it provides the Confidential Information complies with the terms of this Agreement.

9. Each employee or subcontractor of Proposer identified as having a need to know the Confidential Information shall be required to execute an original of this Agreement and will be bound to uphold them to the extent applicable to the particular employee or subcontractor. Each employee or subcontractor executing this Agreement agrees not to use or derive any direct or indirect benefit from any information provided by the Board, or from any part thereof, without the prior written consent of the Board; this prohibition will survive the termination of this Agreement. Prior to the Meeting, Presentation, or distribution of the Confidential Information, the Proposer shall provide to the Board copies of all Agreement executed by Proposer’s employees and subcontractors, as well as a master list of the subcontractors, their respective functions, the reason for their need to know the Confidential Information, and a summary list of the Confidential Information to be provided to them.

10. Proposer is prohibited from making any copies, scans, or duplicates of the Confidential Information provided by the Board, and from taking any pictures, video, or making any electronic recordings of any kind during any meetings or presentations with the Board where Confidential Information is discussed without prior written consent of the Board. Proposer shall not disclose Confidential Information, except as provided in Section 17 of this Agreement, without prior written consent of the Board.

11. Proposer shall not be liable to the Board for disclosure of any information, including but not limited to Confidential Information, if the information:
   a. Was in the public domain at the time it was disclosed, or
   b. Becomes part of the public domain without breach of this Agreement, or
   c. Is obtained by Proposer from a third party that is lawfully in possession of such information and is not in violation of any contractual or legal obligation to the Board or other third party with respect to such information, or
   d. Is disclosed with the prior written approval of the Board, or
   e. Was independently developed by Proposer, or
   f. Is disclosed pursuant to the provisions of a court order or subpoena, provided that the Board has had an opportunity to object or intervene in the matter.

12. The provisions of this Agreement shall supersede the provisions of any inconsistent language that may be affixed to any information provided by the Board, and the inconsistent provisions of any such language shall be without any force or effect during the term of this Agreement.
13. Confidential Information and any other information or materials provided by the Board to Proposer shall be returned to the Board, or to the Board’s contractor that supplied the information, (1) at such time as it is no longer required for the purposes described in this Agreement or (2) upon request of the Board at any time. A form of the certification of deletion is attached as Appendix I.

14. If Proposer loses or makes unauthorized disclosure of any of the Board’s information protected by this Agreement, it shall notify the Board immediately and take all steps reasonable and necessary to retrieve the lost or improperly disclosed information.

15. The standard of care for protecting Board information provided to Proposer will be at least that degree of care Proposer uses to prevent disclosure, publication or dissemination of its own proprietary information, provided that degree of care is at least reasonable.

16. Proposer shall not be liable to the Board for the inadvertent or accidental disclosure of any of the Board’s information protected by this Agreement if such disclosure occurs despite the exercise of at least the same degree of care as Proposer normally takes to protect its own proprietary information, provided that degree of care is at least reasonable.

17. If Proposer receives a request by a third party, under the Colorado Open Records Act (C.R.S. § 24-72-201 et. seq.) or otherwise, to provide any information it has received pursuant to this Agreement, it shall treat all such information as confidential or otherwise protected from disclosure, unless it is permitted to be disclosed under this Agreement. In the event of such a request, Proposer shall notify the Board in writing as soon as reasonably possible.

18. In providing any information under this Agreement, the Board makes no warranty or representations, either express or implied, as to the information’s adequacy, sufficiency, or freedom from defect of any kind, including freedom from any patent infringement that may result from the use of such information, nor shall the Board incur any liability or obligation whatsoever by reason of providing such information.

19. This Agreement contains the entire agreement relative to the protection of information to be provided by the Board for the purposes described in this Agreement and supersedes all inconsistent prior or contemporaneous oral or written understandings and agreements regarding this issue. This Agreement shall not be modified or amended, except by an amendment executed by the Board and Proposer.

20. Nothing contained in this Agreement, by express grant, implication, estoppel or otherwise, shall create in Proposer any ownership, right, title, interest, or license in or to the documents, information, inventions, patents, technical data, computer software, or software documentation of the Board.

21. Notwithstanding that the Board may provide information for the purposes described in this Agreement, the Board does not waive any claim that the information it provides is privileged, proprietary, and/or confidential.
22. Nothing contained in this Agreement shall grant to Proposer the right to make commitments of any kind for or on behalf of the Board without the prior written consent of the Board.

23. Nothing contained in this Agreement shall be construed as restricting the Board’s right to restrain use or dissemination of the Board’s information in accordance with applicable federal, state, or local law or regulation, or at common law.

24. Nothing contained in this Agreement shall require Proposer to submit a bid or proposal to the Board for the Contract.

25. In the event the Board selects Proposer for the Contract, this Agreement shall remain in effect for the term of the Contract at a minimum and, additionally, for as long as the Proposer is in possession of the Board’s information that is protected by this Agreement. In the event the Board does not select Proposer for the Contract, this Agreement shall remain in effect for as long as the Proposer is in possession of the Board’s information that is protected by this Agreement.

26. This Agreement shall be governed and construed in accordance with the laws of the State of Colorado with venue for any legal action in the District Court for the City and County of Denver.

To be completed by Proposer:

Name of Proposer: __________________________________________
(Print name legibly)

By execution below, signer certifies that s/he is authorized to accept and bind Proposer to the terms of this Agreement.

By: ________________________________ Date: ____________________

Title: ________________________________
Each employee and/or subcontractor of Proposer identified as having a need to receive the Confidential Information shall execute an original of this Agreement. Proposer shall provide the executed originals to the Board.

**To be completed by an employee of Proposer:**

I, __________________, an employee of Proposer, agree to the terms of this Agreement.

Signature: ________________________________ Date: ________________

**To be completed by a subcontractor of Proposer:**

I, __________________, a subcontractor of Proposer, agree to the terms of this Agreement.

Signature: ________________________________ Date: ________________

By execution, signer certifies that s/he is authorized to accept and bind the subcontractor of Proposer to the terms of this Agreement.
Appendix I
Form of Certification of Deletion

To be completed by an authorized representative of Proposer:
(Either (1) at such time as it is no longer required for the purposes of this Agreement or (2) upon request of the Board.)

I, [EMPLOYEE NAME], an employee of Proposer authorized to make such statements, hereby certify that on [DATE] [PROPOSER] deleted all copies or extracts of Confidential Information, in whole or in part, currently in its possession in any electronic format.

Signature: ________________________________ Date: __________________
By execution, signer certifies that s/he is authorized to make such certification on behalf of Proposer.

Subscribed and sworn to before me this ___ day of __________, 20__.  

________________________________
Notary Public
Attachment D – Sample Consultant Agreement
AGREEMENT

THIS AGREEMENT ("Agreement") is made and entered into between the CITY AND COUNTY OF DENVER, acting by and through its BOARD OF WATER COMMISSIONERS ("Board"), a municipal corporation of the State of Colorado whose address is 1600 W. 12th Avenue, Denver, Colorado 80204, and Consultant Name ("Consultant"), whose address is Consultant’s Address. The Board and the Consultant agree as follows:

1. **Scope of Work.** The Consultant agrees to provide work to the Board in accordance with Exhibit A, attached and incorporated (the “Work”). The Work specifically includes any and all deliverables provided to the Board under this Agreement. Generally, the Consultant will provide this description of work.

2. **Notice to Proceed.** The Board will issue a Notice to Proceed with the required Work after the effective date of this Agreement and after the Board has received satisfactory certificates of insurance as required in this Agreement, whichever is later.

3. **Time of Commencement and Completion of Work.** The Board shall not dictate times of performance of the Work, except that the Consultant shall commence the Work as soon as necessary after receipt of a Notice to Proceed, if required by this Agreement, or else after the effective date of this Agreement. The Consultant shall complete the Work no later than this date. The Consultant and the Board must agree upon any extensions of the completion date in a written amendment.

4. **Consultant Responsibility.** The Consultant shall be responsible for the professional quality, technical accuracy, timely completion, and coordination of all studies, reports and other Work performed under this Agreement. The Consultant is responsible for providing the materials, equipment, training and tools necessary for performance of the Work. The Consultant represents that all Work performed under this Agreement shall be performed with the usual thoroughness and competence and in accordance with the standards of care of the Consultant’s profession prevailing in Colorado. Without additional compensation, and without limiting the Board’s remedies, the Consultant shall promptly remedy and correct any errors, omissions or other deficiencies in the Work not meeting that standard of care, including any breaches of the representations in this Agreement.

5. **Confidentiality of Information.** The Non-Disclosure Terms and Conditions attached as Exhibit B are incorporated into this Agreement.

OR
The Consultant shall retain in strictest confidence all information furnished by the Board and the results of any reports or studies conducted as a result of this Agreement, along with all supporting work papers and any other substantiating documents. The Consultant shall not disclose such information to others without the prior written consent of the Board, except as required by law.


a. All printed material, original works of authorship, electronic documents and intellectual property produced, invented, reduced to practice, or created as a result of Work performed under this Agreement (the “Creations”) (with the exception of any intellectual property rights contained therein, owned or created by the Consultant prior to the effective date of this Agreement (“Prior Works”)) shall be the sole property of the Board and may not be used, sold, licensed or disposed of in any manner without prior written approval of the Board. To the maximum extent permitted by applicable law, all Creations shall be deemed works made for hire under the United States copyright laws, and all right, title, and interest in and to such work product shall vest automatically in the Board. Consultant hereby assigns and irrevocably agrees to assign in the future (when any such Creations are first reduced to practice or first fixed in a tangible medium, as applicable) to the Board all right, title and interest in and to any and all such Creations, including, without limitation, all related intellectual property rights (as to copyright, to the extent such Creations are held not to be works made for hire under applicable law). All such Creations shall be turned over to the Board upon completion of the Work. For custom-developed software, the Board shall receive a copy of the source code.

b. Consultant agrees not to use, and hereby represents that Consultant has not used, in the course of the performance of the Work any Prior Works, unless such Prior Works are first disclosed in writing to the Board, and the Board consents in writing to the use of the Prior Works, and Consultant grants a nonexclusive, royalty-free, irrevocable, perpetual, worldwide license (with rights to sublicense through multiple tiers of sublicensees) to make, have made, modify, create derivative works of, copy, publicly display, use, sell and distribute such Prior Works as incorporated in the Work. Consultant further agrees that it shall not use or incorporate any third party works, third party inventions or open source software in the Work without prior disclosure to the Board, without provision of a valid license providing the Board with all rights necessary to use such as used or incorporated in the Work, and without approval from the Board.

c. Consultant represents that all studies, reports and other Work performed under this Agreement are original or a license to the same has been obtained for the Board as required in this section, will perform for the purpose intended, contain no infringing intellectual property, and contain
no material defects, and, if software, contain no malware or undisclosed means of access. The Consultant may retain one copy of all documents prepared under this Agreement. Any reuse of the Consultant's work product for any use other than as contemplated by this Agreement shall be at the Board's sole risk.

7. Compensation and Invoicing. The Board shall compensate the Consultant for Work performed under this Agreement as described in this paragraph. The compensation for the Consultant provided by this Agreement is entire and complete. The Consultant has not received and will not receive any other compensation in connection with this Agreement. The Consultant warrants that it has not paid or promised to pay any compensation to anyone (except Board-approved subcontractors and the Consultant's officers and employees) in order to obtain this Agreement.

a. The Consultant will be paid an hourly rate that includes labor, payroll, all overhead expenses, and profit. Overhead expenses include charges for clerical, administrative, accounting, legal, and computer personnel and may not be billed separately. The hours billed by the Consultant shall not exceed hours actually worked on the Work, as shown in the Consultant’s timekeeping records, and shall be limited to the hours actually paid to the employee for the Work. The following chart identifies the particular persons or classes of persons who will perform Work under this Agreement and the hourly rate for each. The Consultant shall not bill the Board for persons or classes of persons not listed below or at hourly rates different from those specified below.

See Exhibit A, attached and incorporated herein,

b. The Consultant shall provide invoices each month for Work accomplished through the last day of the preceding month. The Consultant's invoices shall include a description of the Work performed by and the hours worked by each person for the billing period. The Consultant must submit documentation supporting the charges in the invoice, which must be consistent with this Agreement, and must include the contract number of this Agreement on each invoice.

a. Upon completion of the Work, the Consultant will be paid a lump sum not to exceed this amount.

b. The Consultant shall provide an invoice upon completion of the Work. The Consultant must submit documentation supporting the charges in the invoice, which must be consistent with this Agreement, and must include the contract number of this Agreement on each invoice.
a. The Consultant will be paid the respective amount listed below upon completion of each work product described.

See Exhibit A, attached and incorporated herein.

b. The Consultant shall provide an invoice upon completion of each work product. The Consultant must submit documentation supporting the charges in the invoice, which must be consistent with this Agreement, and must include the contract number of this Agreement on each invoice.

c. The Consultant will be paid for the following out-of-pocket costs, as long as they are approved in advance by the Board:

Approved costs should not include more than the following: travel expenses; long distance telephone calls; postage; faxes; express delivery services; printing and reproduction; photocopying; materials specified in the Agreement; and subcontracted work.

The Consultant shall bill for the out-of-pocket costs listed above at actual costs without markup. For any out-of-pocket costs that exceed $200.00, the Consultant shall provide a copy of the underlying invoice, travel voucher or other document supporting the out-of-pocket cost.

d. The total compensation under this Agreement, including out-of-pocket costs, shall not exceed $0.00.

8. **Payment.** Payments shall be based upon the Consultant’s verified progress in completing the Work. Unless the Consultant has not properly performed the Work, invoices will be paid within thirty (30) days of receipt. The Board has the right to refuse to pay all or a portion of an invoice that is inconsistent with this Agreement; all undisputed portions of the invoice shall be paid. The Board may delay payment until it can verify the accuracy of the invoice, obtain releases or waivers with respect to Work covered in the invoice (and with respect to Colo. Rev. Stat. Article 26 of Title 38 if applicable), or resolve a dispute with the Consultant regarding an invoice. **The Board will not issue payments unless the Consultant has current insurance coverage in accordance with this Agreement.** Checks shall be made payable to the trade or business of the Consultant.

9. **Records and Audits.** The Consultant shall at all times maintain a system of accounting records in accordance with its normal procedures, together with supporting documentation for all Work, personnel screening requirements, purchases, and billings under this Agreement. The Consultant shall retain all such accounting records and documentation for at least two (2) years after final
payment. The Board has the right to audit the accounting records and documentation of Consultant related to the Work at any time during the period of this Agreement and for two (2) years after final payment. The Consultant shall refund to the Board any charges determined by the Board’s audit to be inconsistent with this Agreement.

10. **Changes in Work.** The Board has the right to order additions, deletions, or changes in the Work at any time, so long as such changes are within the general scope of Work covered by this Agreement. Requests for material changes in the Work may be made by the Board orally or in writing; however, oral requests shall be confirmed by a written request within ten (10) business days after the oral request. If the Board directs the Consultant to proceed with a material change, the Consultant shall be paid for the change as agreed to by the parties.

11. **Independent Contractor.**

   a. The Consultant is customarily engaged in an independent trade, occupation, profession or business related to the Work, and nothing in this Agreement requires the Consultant to work exclusively for the Board during the term of the Agreement.

   b. Nothing in this Agreement shall be construed to establish the Consultant as an agent or employee of the Board for any purpose. The Consultant and its employees, agents, and subcontractors shall in no way represent themselves to third parties as agents or employees of the Board in performance of the Work.

   c. The Board shall not oversee the Work of the Consultant or instruct the Consultant on how or when to perform the Work, except that the Board and the Consultant have agreed to a completion date for the Work. The Consultant shall in all respects be an independent contractor of the Board in its performance of the Work.

   d. **The Consultant acknowledges that it is not entitled to unemployment insurance or workers’ compensation benefits as a result of performance of the Work for the Board.**

   e. **The Consultant acknowledges that it is obligated and solely liable to pay federal and state income tax on any moneys earned pursuant to this Agreement, which may include federal and state income and withholding taxes, unemployment taxes, FICA taxes and workers’ compensation payments and premiums applicable to this Agreement or the Work. The Consultant shall indemnify the Board for any liability resulting from nonpayment of the Consultant’s obligations under this paragraph.**
12. **Insurance.**

**PLEASE READ THIS CAREFULLY. THE CONSULTANT WILL NOT BE PAID UNLESS THE FOLLOWING INSURANCE REQUIREMENTS ARE MET.**

The Consultant shall maintain the following insurance in full force and effect during the full term of this Agreement. The Consultant shall provide to the Board current certificates of insurance demonstrating that the requirements have been met upon request at any time during this agreement.

a. **Commercial General Liability Insurance:**
   Commercial general liability insurance with limits not less than $1,000,000 per occurrence and $2,000,000 general aggregate for bodily injury and property damage. Such insurance shall include the City and County of Denver, acting by and through its Board of Water Commissioners, as additional insured and shall be primary and non-contributing with respect to any insurance or self-insurance program of the Board.

b. **Automobile Liability Insurance:**
   Consultant shall maintain automobile liability insurance as required by Colorado law. The Board does not require a certificate of insurance unless this subparagraph (b) requires insurance that exceeds the statutory requirements.

c. **Professional Liability Insurance:**
   Professional liability insurance with limits not less than $1,000,000 per claim covering all licensed professionals performing Work under this Agreement.

d. **Workers’ Compensation Insurance:**
   The Consultant is located in Colorado and maintains workers’ compensation insurance, as required under the laws of the State of Colorado.

e. **Cyber and/ or Technology Errors and Omissions Insurance:**
   Cyber and/ or Technology Errors and Omissions Insurance as set forth in Appendix 1.

f. **Other Requirements:**
   1) The Consultant's insurers shall maintain an A.M. Best rating of A-, VII or better.
   2) All self-insured retentions or deductibles must be declared and acceptable to the Board.
3) Thirty (30) days’ advance written notice of cancellation shall be provided to the Board, except for ten (10) days’ advance written notice in the event of cancellation due to non-payment of premium.

g. The Consultant shall provide copies of insurance policies upon request of the Board and in redacted form if necessary to protect confidential information.

h. The Board reserves discretion to accept alternative types of insurance.

13. Computer and Telecommunications Security. The Consultant acknowledges that it may require access to and use of the Board’s data, computer or telecommunication resources to fulfill the terms of this Agreement. The Consultant agrees that the Consultant and its employees or agents who use such resources will comply with the provisions of Appendix 1, "Information Security Requirements Addendum," attached and incorporated.

14. Compliance with Laws. In performing this Agreement, the Consultant shall comply with all applicable laws, rules, and regulations, including, but not limited to, the Colorado Workers’ Compensation Act, federal and state tax laws, and any applicable minimum wage requirements including Denver R.M.C. sec. 58-16, et. seq. The Consultant certifies that it has complied, and during the term of this Agreement will continue to comply, with the Immigration Reform and Control Act of 1986.

15. Safety and Security. The Consultant must comply with applicable safety and occupational health standards, specifications, reporting, and any other relevant requirements. The Consultant also must check in with the Board’s Security personnel at each location, where applicable; display appropriate identification at all times while on the Board’s premises; and notify the Board’s Security personnel in writing in advance of any anticipated third-party deliveries with the name of the delivery person and the approximate time of arrival.


OPERATING A DENVER WATER VEHICLE

Before assigning an employee or agent to operate a Board vehicle under this Agreement, the Consultant will submit the employee’s or agent’s name to the Board’s representative and ensure that the employee or agent has a valid Colorado driver’s license and a satisfactory driving record, defined as having no more than six (6) points on his/her driving record in the three (3) years prior to the assignment. The Board reserves the right to direct the Consultant to assign another employee or agent, meeting the requirements of this paragraph, to perform the Work if the Board determines during the term of the Agreement that the assigned employee or agent no longer has a valid Colorado driver’s license.
or satisfactory driving record. Denver Water reserves the right to audit Consultant’s compliance with this requirement at any time during the term of the Agreement and for two years thereafter.

WORK INVOLVING SECURITY CONCERNS

Before assigning an employee or agent to perform duties under this Agreement that require the employee or agent to work under circumstances presenting security concerns or to have access to the Board’s sensitive information, proprietary computer programs, software or servers, the Consultant will submit the employee’s or agent’s name to the Board’s representative and ensure that no more than one (1) year prior to the assignment it performed a background check on the employee or agent, including a review of criminal history, and determined that the employee or agent does not pose a risk to persons or property. Consultant’s determination should be based on guidance provided by the U.S. Equal Employment Opportunity Commission regarding the use of arrest and conviction history in employment decisions, which requires a weighing of (1) the nature and gravity of the offense or conduct, (2) the time that has passed since the offense, conduct or the employee’s completion of any sentence given as a result of the offense, and (3) the nature of the job held or sought. Background checks must include a Colorado Bureau of Investigation (CBI) Criminal History Check, and, if the employee or agent has lived outside the State of Colorado or the United States during the last five (5) years, a criminal history check from each state or country of residence. For employees or agents who will have access to the Board’s financial records and/or accounting processes, including purchasing, payables, receivables, and treasury or cash management, the Consultant also will conduct a credit history check on the employee or agent and ensure that the Consultant has determined that the employee or agent does not pose a risk to the Board. The Board reserves the right to direct the Consultant to assign another employee or agent, meeting the requirements of this paragraph, to perform the Work if the Board has reason to believe that during the term of the Agreement the assigned employee or agent engaged in criminal activity or was involved in financial improprieties, to be determined by the Board in its sole discretion. Denver Water reserves the right to audit Consultant’s compliance with this requirement at any time during the term of the Agreement and for two years thereafter.

SAFETY-SENSITIVE DUTIES

Before assigning an employee or agent to perform safety-sensitive Work under this Agreement, the Consultant will submit the employee’s or agent’s name to the Board’s representative and ensure that no more than one (1) year prior to the assignment it performed a background check on the employee or agent, including a review of criminal history, and determined that the employee or agent does not pose a risk to persons or property. Consultant’s determination should
be based on guidance provided by the U.S. Equal Employment Opportunity Commission regarding the use of arrest and conviction history in employment decisions, which requires a weighing of (1) the nature and gravity of the offense or conduct, (2) the time that has passed since the offense, conduct or the employee’s completion of any sentence given as a result of the offense, and (3) the nature of the job held or sought. Background checks must include a Colorado Bureau of Investigation (CBI) Criminal History Check, and, if the employee or agent has lived outside the State of Colorado or the United States during the last five (5) years, a criminal history check from each state or country of residence. The Consultant also must ensure that no more than one (1) month before the assignment of an employee or agent to perform safety-sensitive Work under this Agreement, the employee or agent passed a drug and alcohol screening by a DOT-certified laboratory and using the DOT 5 panel drug test. The Board reserves the right to direct the Consultant to assign another employee or agent, meeting the requirements of this paragraph, to perform the Work if the Board has reason to believe that during the term of the Agreement the assigned employee or agent engaged in criminal activity or used drugs or alcohol in a manner that could present a real or imminent threat to public health or safety, to be determined by the Board in its sole discretion. Denver Water reserves the right to audit Consultant’s compliance with this requirement at any time during the term of the Agreement and for two years thereafter.

17. Protection of Personal Identifying Information. In the event that the Board discloses personal identifying information, as defined in C.R.S. § 24-73-101(4)(b), to Consultant and the Board does not retain primary responsibility over security procedures, Consultant shall implement and maintain reasonable security procedures that are appropriate to the nature of the personal identifying information disclosed and reasonably designed to protect the personal identifying information from unauthorized access, use, modification, disclosure, or destruction. Consultant shall indemnify Board for any and all final costs directly related to Consultant’s failure to maintain such reasonable security procedures.

18. Notification of Security Breach. If Consultant maintains, stores, or processes computerized data that includes personal information as defined in C.R.S. § 24-73-103(1)(g)(I)(A), on behalf of the Board and becomes aware that a security breach may have occurred, Consultant shall give notice to and cooperate with the Board in the event of a security breach, including notifying the Board of any security breach in the most expedient time and without unreasonable delay following discovery of a security breach if misuse of personal information about a Colorado resident occurred or is likely to occur. Cooperation includes sharing with the Board information relevant to the security breach; except that such cooperation does not require the disclosure of confidential business information or trade secrets. Security breach shall mean the unauthorized acquisition of unencrypted computerized data that compromises the security, confidentiality, or integrity of personal information maintained by Consultant. Consultant shall
indemnify Board for any and all final costs directly related to Consultant’s failure to maintain such reasonable security procedures.

19. **Liability.** The Consultant agrees to indemnify, hold harmless and defend the Board against any liability, damages, costs, expenses, claims, injuries and losses of whatever nature arising in any way out of this Agreement, including but not limited to any expenses incurred by the Board as a result of damages to the Board’s property and any claims that the Creations, Prior Works or the Work infringe the intellectual property rights of a third party, to the extent caused by any negligent act or omission or willful misconduct of the Consultant or the Consultant’s officers, subcontractors, agents, or employees.

20. **Standards of Conduct – Nondiscrimination and Respectful Workplace.** The Consultant agrees not to discriminate against any Board employee, or potential subcontractor or supplier because of race, color, religion, age, national origin, gender, sexual orientation, pregnancy, military status, marital status, or disability. The Consultant further agrees not to conduct business in a manner that brings discredit to the Board or creates a hostile or disrespectful work environment for Board employees, Board customers, or other contractors performing work for the Board. The Board reserves the right at its sole discretion to terminate this Agreement if the Consultant is an individual, or to direct the Consultant to assign another employee or agent to perform the Work, if the Board has reason to believe that during the term of the Agreement the Consultant, or the assigned employee or agent engaged in activity prohibited by this section.

21. **Small Business Enterprises; Minority- and Women-Owned Business Enterprises.** The Board recognizes the desirability, need and importance to the City and County of Denver of encouraging the development of Small Business Enterprises (“SBEs”) and Minority- and Women-Owned Business Enterprises (“MWBEs”). The Consultant agrees to make a good faith effort to involve SBEs and MWBEs in the Work if and when the opportunity arises.

22. **Environmental Compliance.** Denver Water strives to adhere to all applicable environmental laws, regulations, and policies. In addition, it utilizes an Environmental Management System to monitor and improve its environmental performance. In the performance of the work, Consultant must comply with all applicable environmental laws, regulations, ordinances, specifications, reporting requirements, and any other relevant requirements.

23. **Acceptance Not Waiver.** The Board’s approval of studies, drawings, designs, plans, specifications, reports, computer programs and other work or materials does not in any way relieve the Consultant of responsibility for the technical accuracy of the Work. The Board’s approval or acceptance of, or payment for, any Work is not a waiver of any rights under this Agreement or of any cause of action arising out of the performance of this Agreement.
24. **Termination or Suspension.** The Board reserves the exclusive right to terminate or suspend all or any portion of the Work by giving fourteen (14) days’ written notice to the Consultant. If any portion of the project shall be terminated or suspended, the Board shall pay the Consultant equitably for all Work properly performed pursuant to this Agreement. If the project is suspended and the Consultant is not given an order to resume work within sixty (60) days from the effective date of the suspension, this Agreement will be considered terminated. Upon termination, the Consultant shall immediately deliver to the Board any documents then in existence that have been prepared by the Consultant pursuant to this Agreement and that have been paid for by the Board.

25. **Default.** Every term and condition of this Agreement is a material element of this Agreement. In the event either party should fail or refuse to perform according to the material terms of this Agreement, such party may be declared in default by the other party by a written notice.

26. **Remedies.** In the event a party has been declared in default, such defaulting party shall be allowed a period of fifteen (15) days within which to correct, or commence correcting, the default. In the event that the default has not been corrected or begun to be corrected, or the defaulting party has ceased to pursue the correction with due diligence, the party declaring default may elect to (a) terminate the Agreement and seek damages; (b) treat the Agreement as continuing and require specific performance; or (c) avail itself of any other remedy at law or equity. In the event the Consultant fails or neglects to perform the Work in accordance with this Agreement, the Board may elect to correct such deficiencies and charge the Consultant for the full cost of the corrections. The parties agree that no profits that the Consultant might realize from this or other work are within the scope of their agreement. They further agree that the Consultant waives any right to recover and shall not be compensated for any such lost profits or other consequential damages arising from a breach by the Board.

27. **Force Majeure.** The parties shall not be responsible for any failure or delay in the performance of any obligations under this Agreement solely caused by the following events: natural disaster, flood, fire, war, or public enemy. Events not listed in the preceding sentence, including, but not limited to, epidemics such as the current COVID-19 pandemic, economic conditions, and labor strikes, shall not be considered force majeure events. As a condition precedent to invoking this force majeure clause, the invoking party must provide timely written notice detailing the reasons why the force majeure event has made performance under the original contract terms impossible, and the invoking party must immediately take all reasonable measures to mitigate or avoid damages to the other party.

28. **Assignment and Subcontracts.** The Consultant may not assign this Agreement or any right or liability of this Agreement or enter into any subcontract or amend any subcontract related to this Agreement without prior written consent of the Board.
Any subcontract must include language similar to the Records and Audits paragraph of this Agreement, requiring records to be adequate and available for Board audit. This Agreement shall bind and inure to the benefit of the parties and their respective successors and assigns. This Agreement is intended to benefit only the parties, and neither subcontractors nor suppliers of the Consultant nor any other person or entity is intended by the parties to be a third-party beneficiary of this Agreement.

29. **Severability.** If any provision of this Agreement is determined by a court having jurisdiction to be unenforceable to any extent, the rest of that provision and the rest of this Agreement will remain enforceable to the fullest extent permitted by law.

30. **Venue and Governing Law.** This Agreement shall be deemed performable in the City and County of Denver, notwithstanding that the parties may find it necessary to take some action outside the City and County. The sole venue for any dispute resulting in litigation shall be in the District Court in and for the City and County of Denver. This Agreement shall be governed by and construed under the laws of the State of Colorado.

31. **Notice and Contact.** The parties shall contact the persons listed below for all matters related to administration of this Agreement. All notices required or given under this Agreement shall be in writing and shall be deemed effective: (a) when delivered personally to the other party; or (b) seven (7) days after posting in the United States mail, first-class postage prepaid, properly addressed as follows; or (c) when sent by e-mail. If notice is provided by e-mail, the notifying party must follow up with a hard copy of the notice sent by United States mail; however, the notice will be effective as of the original e-mail date.

If to the Consultant:

Name of Consultant
Mailing Address of Consultant
E-mail Address of Consultant

If to the Board:

DW Employee
Denver Water Department
1600 West 12th Avenue
Denver, Colorado 80204
DWEmployee@denverwater.org

or such other persons or addresses as the parties may have designated in writing.
32. **Charter of the City and County of Denver.** This Agreement is made under and conformable to Article X of the Charter of the City and County of Denver, which controls the operation of the Denver Municipal Water System. The Charter provisions are incorporated by this reference and supersede any apparently conflicting provisions otherwise contained in this Agreement.

33. **Governmental Immunity Act.** The parties understand and agree that the Board is relying upon, and has not waived, the monetary limitations and all other rights, immunities and protections provided by the Colorado Governmental Immunity Act, C.R.S. § 24-10-101, et seq., as it may be amended from time to time.

34. **Entire Agreement.** This Agreement constitutes the entire agreement between the Board and the Consultant and replaces all prior written or oral agreements and understandings with regard to the subject matter herein. It may be altered, amended, or repealed only by a duly executed written instrument. The terms of this Agreement shall control in the event of any conflict between the terms of the Agreement and any documents or exhibits attached or incorporated into the Agreement.

35. **Effective Date.** This Agreement shall become effective on the date it is fully signed by the Board.

36. **Electronic Signatures and Records.** The Consultant consents to the use of electronic signatures by the Board. The Agreement, and any other documents requiring a signature hereunder, may be signed electronically in the manner specified by the Board. The Parties agree not to deny the legal effect or enforceability of the Agreement solely because it is in electronic form or because an electronic record was used in its formation. The Parties agree not to object to the admissibility of the Agreement in the form of an electronic record, or a paper copy of an electronic document, or a paper copy of a document bearing an electronic signature, on the ground that it is an electronic record or electronic signature or that it is not in its original form or is not an original.

THEREFORE, the parties have executed this Agreement. This Agreement must have the signature of an authorized representative of the Consultant.
THIS AGREEMENT IS ACCEPTED BY:

CONSULTANT: Name of Consultant
By execution, signer certifies s/he is authorized to bind the Consultant to the terms of this Agreement.

By: ___________________________    DATE: ___________________________

TITLE: ___________________________ [for other than individual]

For Board records only, Consultant shall check the applicable box(es) below:
☐ Consultant is a Small Business per federal SBA guidelines
☐ Consultant is not a Small Business per federal SBA guidelines
☐ Consultant is a Minority-owned Business Enterprise (MBE) and/or Women-owned Business Enterprise (WBE) per ___________________________ (name of certifying entity)
☐ Consultant is not an MBE or WBE
☐ Consultant elects not to answer this question

If Consultant is an MBE and/or WBE, Consultant must submit evidence of certification from an agency such as the City and County of Denver or the Mountain Plains Minority Supplier Development Council.
EXHIBIT A
SCOPE OF WORK

The Consultant shall perform the following tasks:

Description of scope of work.

This Project will be developed, coordinated, and stored in Denver Water’s ProjectWise datasource. Project related deliverables will be distributed collaboratively through ProjectWise, and all working and final copies of documentation will be versioned and archived within ProjectWise.

The Consultant must establish a valid user-based license agreement with Bentley Systems prior to receiving access into Denver Water’s ProjectWise datasource. The Consultant should visit https://en.virtuosity.com/software/project-delivery to obtain the ProjectWise Engineer Virtuoso subscription(s). A brief overview, security access, and training will be provided on how to use and navigate Denver Water’s ProjectWise datasource during the Project kick-off meeting.

The Consultant shall use the Board’s furnished standard electronic 22” x 34” drawing border and shall adhere to the Board’s drafting standards.
APPENDIX 1 - INFORMATION SECURITY REQUIREMENTS ADDENDUM

This information security requirements addendum (“ISR”) is entered between the Board and its Contractor or Consultant (“Consultant”) and is incorporated into the Agreement to which it is attached (the “Agreement”) as if set forth in full therein. Any capitalized terms not defined herein will have the meaning ascribed in the Agreement.

Consultant will comply, and will ensure that its personnel and subcontractors comply, with the information security and privacy requirements set forth herein (collectively, the “Requirements”) at all times during the term of the Agreement, and thereafter until such time as all parties performing services are no longer in possession of or have access to Board Data (as defined below) or Board systems, consistent with Para. 2.5 below.

1. STANDARD OF CARE

Consultant acknowledges and agrees that, in the course of its engagement by Board, Consultant may receive or have access to Board information, drawings, schematics, or other documents, whether in electronic or other format, that may include private, personal, proprietary information, protected health information, payment card information, critical infrastructure information, business processes, security, technology infrastructure, employee and citizen identifiers, and/or any other regulated or sensitive data (collectively and individually, “Board Data”). Consultant will comply with the Requirements in the collection, receipt, transmission, storage, disposal, use, and disclosure of Board Data, and Consultant will be responsible for the unauthorized collection, receipt, transmission, access, storage, disposal, use, and disclosure of Board Data under its control or in its possession. Consultant will keep and maintain all Board Data in confidence, according to the obligations set forth in the Agreement and this ISR.

2. SECURITY REQUIREMENTS

2.1 Use of Board Data. Consultant will use Board Data, even if anonymized, solely for the purpose of supporting Consultant’s performance of services and work under the Agreement unless otherwise specifically stated in writing. Upon discovery or notice of any unauthorized use or processing of Board Data, Consultant will comply with 4.1 below and promptly notify the Board in writing, in the manner specified for Notices in the Agreement, and take all reasonable immediate steps to stop such unauthorized use or processing, and coordinate with the Board regarding Consultant’s remediation of such unauthorized use or processing. If the Consultant/Contractor utilizes Artificial Intelligence (AI) with Board Data, it shall not use the Board Data to train the AI model without prior disclosure to, consultation with, and written consent of the Board.

2.2 Security Measures and Information Security Programs. Consultant will use security measures at least as stringent and protective as is standard in Consultant’s industry for its computer systems and information storage facilities in the United States to safeguard Board Data. Consultant represents that it has implemented and will adhere to a comprehensive written information security program for maintaining security controls to protect Board Data in its possession or control against accidental, unauthorized, or unlawful destruction, loss, alteration, disclosure, and access, and against all other unlawful activities. Consultant’s information security program will include rules on the collection, maintenance (including access rights), transmittal, and disposal of any third party data, including Board Data, and will include training, oversight, tests for vulnerabilities, system checks, and measures to prevent and detect unauthorized access. Consultant will conduct security awareness training described in Appendix A and retain verification of attendance. Consultant will, upon request, provide Board copies of its information security program, security documents, policies, procedures, and
compliance information, redacted as may be reasonably necessary to protect the confidentiality of Consultant's program. Consultant will notify Board in writing of any material changes to the security measures, information security program, infrastructure, vendors, solutions, or processes used to provide security or services to Consultant or to Board, or any Board designee, and will provide upon reasonable request Board access to verify no such changes have occurred.

2.3 **Infrastructure Security.** Consultant will install and maintain anti-virus software, apply all system patches and updates provided from primary vendors for operating systems, middleware, and hardware and, to the extent possible, use real time protection features. Consultant will not introduce any viruses, time or logic bombs, Trojan horses, worms, timers, clocks, trap doors, or other computer instructions, devices, or techniques that erase data or programming, infect, disrupt, damage, disable, or shut down Board’s system or any component of Board’s system, including, without limitation, its security or data. In the event a virus or similar issue is found to have been introduced into Board’s system by Consultant, Consultant will, at its sole expense: (a) use commercially reasonable efforts to correct, reduce or eliminate the effects of the virus or similar issues affecting the Board’s system; and (b) if the virus or similar issue causes a loss of operational efficiency or loss of data, mitigate, restore and reimburse the Board for all such losses; and (c) cooperate with the Board or other impacted party in all ongoing, reasonable, and lawful efforts to mitigate or rectify such Security Incident or Data Breach including complying with applicable breach notification laws. (Consultant liability hereunder is limited as provided in 10.2 below.) Any officer, employee, contractor or agent of the Consultant who knowingly or willfully discloses Board Data in a manner that is not authorized or falsifies, conceals, or covers up by any trick, scheme, or device a material fact, makes any materially false, fictitious, or fraudulent statement or representation, or makes or uses any false writing or document to obtain Board Data, will be subject to appropriate sanctions including referral for criminal prosecution. The Consultant will also investigate and, as necessary, impose sanctions on its employees and agents for such actions.

2.4 **Encryption and Secure Transmission of Data.** Consultant represents that all electronic Board Data in storage with any Consultant Party will reside behind an appropriate and secure firewall and will retain any data storage encryption in place at the time of service commencement within the respective environment. In no case will Board Data be transmitted without being encrypted.

2.5 **Destruction and Return of Board Data.** Within 30 days of the completion of the Services and delivery of work under the Agreement (or within 30 days of the expiration of the period that professional, regulatory, or other requirements may require Consultant to retain the information) and at Board’s discretion, Consultant will return to Board, if in physical format, or securely destroy, if in electronic format, all Board Data in such Consultant’s possession, custody, or control in such a manner as to eliminate the possibility that Board Data is capable of being accessed, read, or reconstructed. In addition, Consultant will provide to Board a written certification by an officer of Consultant confirming that such return or destruction occurred. If a Consultant cannot destroy all Board Data as required herein due to recordkeeping law or the pendency of litigation requiring it to retain Board Data in its existing format, Consultant agrees that it: (a) will promptly notify Board of that; (b) will continue to protect Board Data as agreed to in this ISR; (c) will not use or disclose Board Data except as required by that situation; (d) will ensure the confidentiality of Board Data while it is retained; and (e) will comply with its destruction obligations once the need for retention has expired.
3. **Physical and Environmental Security**

Consultant will implement appropriate security measures at any Consultant facilities where Board Data is processed or stored. Such security measures must include, at a minimum: (a) documented disaster recovery plan for accessing the facility and Board Data, and restoring Board Data if needed, in the case of an emergency or crisis; (b) reasonable environmental safeguards designed to protect systems storing Board Data from smoke, heat, water, fire, humidity, power surge, or other such potential damage; (c) appropriate controls designed to ensure that only authorized Personnel are allowed physical access to the facility; and (d) regular backup of Board Data. Consultant will promptly supply copies of Board Data in a format requested by Board, upon Board’s request. Consultant will use all reasonable measures to prevent theft or damage to Consultant systems or storage media containing Board Data, including, without limitation, protecting systems or devices that contain un-encrypted data with physical barriers such as locked cabinet, floor to ceiling room, or secured cage. Consultant will not connect any device or technology to any Board system, network, or infrastructure that has not been provided by Board or approved by Board in writing prior to such connection.

4. **Security Incident and Data Breach Procedures**

4.1 **Security Incident or Data Breach.** If any employee of Consultant suspects, discovers, or is notified of: (a) any actual or suspected unauthorized or accidental access, use, loss, or disclosure of any Board Data which could reasonably be expected to compromise the integrity and confidential nature of such data; or (b) any actual or suspected breach of any Consultant’s security or information systems or the systems of Board under management by any Consultant that could reasonably be expected to either (i) expose any Board Data to such unauthorized or accidental access or use, or (ii) cause harm, damage, or negatively affect the function or performance of Board systems, network, or infrastructure (“Security Incident”) or unauthorized acquisition of data that compromises the security, confidentiality, or integrity of Board Data maintained by an individual or a commercial entity (“Data Breach”), Consultant will immediately notify Board’s Information Security Officer (security@denverwater.org) of such Security Incident or Data Breach by email not later than 24 hours after Consultant suspects, discovers, or is notified of, such Security Incident or Data Breach, and copy the Board representative specified in the Agreement for Notices. Consultant will provide regular status reports to keep the Board apprised of the matter and will respond timely to additional requests for information from Board.

4.2 **Notice Contents.** Such notification will include, as known at the time of notification: (a) the specific details of the Security Incident or Data Breach; (b) a thorough description of Board Data that may have been accessed or affected; and (c) the effect of the Security Incident or Data Breach on Board Data. In addition, Consultant will provide Board with the corrective action taken or to be taken by Consultant as well as the identity of any affected individual, as soon as such information can be determined or collected. Consultant will provide timely updates on the foregoing details and any other information Board may reasonably request relating to the Security Incident or Data Breach. Consultant will not release or publish any filing, communication, notice, press release, or report concerning the Security Incident or Data Breach without Board’s prior written approval (except where it is required to do so by law and then only following written notice to Board).

5. **Consultant Access to Board Systems**

Consultant will access only those Board systems, applications, or data that it is expressly authorized by Board to access, even if the technical controls in the system or application do not prevent access to those data or functions outside of Board’s authorization. Where Board consents to Consultant engaging a third party to carry out any part of the Services or create any
deliverables, Consultant will impose in any Agreement with such third party provisions in favor of Board which are at least equivalent to those in this ISR and the Agreement. Consultant at all times remains solely responsible for all obligations under this ISR and the Agreement, even in the event such obligations have been delegated by Consultant. Consultant will not permit Board Data to be transferred to any third party that does not comply with all requirements under this ISR and the Agreement unless the transfer is authorized in writing by Board.

6. **AUDIT**

Board, and its designee, will have the right to inspection of Consultant’s facilities, equipment, information security policies, procedures, and records as reasonably necessary to verify compliance with this ISR. Consultant will, and will compel the Consultant’s employees to, respond to any inquiries from Board or its designee related to compliance with this ISR, the Agreement, including, without limitation, the information security programs, privacy, and data security related to Board Data in Consultant’s possession or systems to which Consultant has access. Board, or Board’s designee, may conduct periodic security audits as to the procedures and safeguards used by Consultant to protect Board Data. Consultant will promptly cooperate with all reasonable audit requests by Board, or its designee. Upon Board’s, or its designee’s, request, Consultant will supply evidence of Consultant’s compliance with the terms of this ISR, including supporting certifications, if applicable.

7. **TERMS AND CONDITIONS; CLICK THROUGH AGREEMENTS**

Consultant agrees that the terms of this ISR will override any unsigned or click-through Agreement as it relates to this ISR, the Agreement, Board Data, Board systems, Board infrastructure, the Services, and any deliverable Work under the Agreement.

8. **SUBPOENAS AND LEGAL PROCEEDINGS**

Subject to applicable law, Consultant shall notify Board immediately in writing of any subpoena or other judicial or administrative order by a court, tribunal, litigant, or government authority seeking access to or disclosure of Board Data covered by this ISR. Prior to the release of any such Board Data and subject to applicable law, Board shall have the right, at its cost, to challenge and defend subpoena enforcement proceedings or motions to compel. Consultant shall provide reasonable cooperation to Board in connection with these efforts.

9. **INDEMNIFICATION**

In addition to other remedies set forth in this ISR, Consultant will, at its sole expense, indemnify, defend and hold harmless the Board, its affiliates, and their respective directors, officers, employees, and agents, from and against any and all damages, losses, liabilities, claims, suits, proceedings, disputes, judgments, settlements, costs, fines, and expenses of any nature whatsoever (including, but not limited to, reasonable fees and disbursements for attorneys and other professional advisors, expert witnesses, and court costs) to the extent they are caused by a breach of Consultant’s obligations, representations, warranties, covenants, or agreements in this ISR, including any breach notification costs and credit monitoring. (Consultant liability under this Para. 9 is limited as provided in 10.2 below.)

10. **INSURANCE**

In addition to the insurance coverage required by the Agreement, Consultant shall maintain the following policies or endorsements:

10.1 Cyber Insurance in the amount of $1M per claim and in the aggregate, which shall include coverage for cyber liabilities including network security and privacy liability and related fines and penalties imposed, with coverage maintained for a period of two years following the
termination of this contract.

10.2 Consultant’s liability to the Board under the indemnification requirements and other obligations in this Addendum shall be capped at the limitations of these policies.

Appendix A TO ISR - Confidentiality and Security Training

Any Consultant who is on site at Board premises designated as security sensitive or who requires access to the Board network will take part in training by the Consultant regarding the following principles before accessing the designated sensitive location, system, or Board Data.

The following are minimum subjects/topics on security training that must be taught but are not intended to be a complete list, and the Consultant should also include subjects/topics that are pertinent to their work.

The trainee should understand the following subjects and restrictions:

GENERAL PERSONNEL REQUIREMENTS

- Understand that personal privacy should not be expected when using Board’s information systems. Board may log, access, review, and otherwise utilize information stored on or passing through all systems, including email, in order to manage systems and enforce security.
- Understand that any violation of these principles may result in disciplinary action, up to and including loss of privileges, and termination of authorization to work within the Board facility or with Board Data.

PROTECTING CONFIDENTIAL DATA

- Will not disclose or discuss any Board Data with others who do not have a need to know.
- Will not publish or disclose any Board Data to others using personal email, or to any websites, or through blogs or mobile apps, such as, without limitation, Facebook, Twitter, Instagram, or other social media unless explicitly authorized to do so in support of Board business and within the permitted uses of Board Data as governed by applicable laws and regulations.
- Will not make any unauthorized transmissions, inquiries, modifications, or purges of Board Data.
- Will not transmit Board Data outside Board’s internal network unless specifically authorized to do so as part of job responsibilities. If authorized to transmit Board Data outside of Board using email or other electronic communication methods, will ensure that Board Data is encrypted.
- If Board Data is stored on removable media or portable devices, the data will be encrypted while it is on the media.

ABIDING BY APPROPRIATE SECURITY CONTROLS

- Understand to access or use only Board systems and devices that are specifically authorized and will not demonstrate the operation or function of systems or devices to unauthorized individuals.
- Will not bypass or attempt to bypass Board security controls.
• Understand that the Consultant’s personnel will be assigned a unique identifier to track their access and use of Board Data and that the identifier is associated with personal data provided as part of the initial or periodic credentialing and employment verification processes (“User-ID”).

• Will not use any User-ID, password, token, or badge other than what is specifically authorized by the Board.

• Will not allow another person to use any assigned User-IDs, passwords, PINs, badges, or access codes.

• Will not use tools or techniques to break or exploit security measures; or connect unauthorized systems or devices to the Board network.

• Will not allow unauthorized access by practicing good workstation security hygiene, such as locking computer when away from work area, using screen savers with activated passwords, positioning screens away from public view, and such other security measures, as applicable.

• Understand the obligation to immediately notify or cause a representative to notify the Board contact or the Board Information Security Officer as set forth in the ISR if any of the follow occur:
  o password has been seen, disclosed, or otherwise compromised;
  o media with Board Data stored on it has been lost or stolen;
  o suspicion of a virus infection on any system;
  o awareness of any activity that violates this Agreement, or any privacy or security policies; or
  o awareness of any other incident that could possibly have any adverse impact on Board Data or Board systems.

**TERMINATION AND COMPLETION**

• Understand that obligations under the ISR may continue beyond the term of employment or of a contract.

• Understand that documents and media containing Board Data must be returned or destroyed per the ISR.

• Understand that Consultant or its personnel have no ownership interest in any Board Data accessed or created by the Consultant during and in the scope of the relationship with Board.